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Ryan Searles, 
37
Senior Consultant, 
Security Assessment and 
Protective Service
IMEG Corp. 

RYAN SEARLES brings a 
vast array of security 
experience to his 

everyday role at IMEG 
Corp. 

As Senior Consultant, Security Assessment and Protec-
tive Services at the Rock Island, Ill.-based company, Searles 
specializes in many different aspects of security consulting, 
including active shooter response training and workplace 
violence protection to make environments more safe and 
secure. 

“I also provide vulnerability assessments, emergency 
action planning, policy and procedure development, and 
drills and rehearsals for organizations, as well as special-
ized consulting for high-risk terminations, proactive threat 
assessments, tabletop exercises, and business continuity 
planning,” he added. 

Searles, 37, has served at IMEG Corp. for a year and a 
half. Overall, he has more than 17 years of professional 
experience in “in-the-field” security, force protection, and 
risk management for multiple-jurisdictional responses at 
local, state, regional, and national levels. 

This includes leading tactical teams of 90-plus in dynam-
ic, fast-paced environments and possessing a comprehen-
sive background in complex problem-solving and relation-
ship building derived from conducting domestic and global 
operations across five continents. 

In addition, Searles has managed enterprise-wide risk 
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JEREMY REICH’S daily 
responsibilities vary 
in his role as General 

Counsel for Unlimited 
Technology Inc. 

As a member of the Nut-
ley, N.J.-based company’s executive leadership team, the 
34-year-old Reich has provided practical business-minded 
guidance and advice at all levels of the organization since 
he joined the company in 2014. 

“My day-to-day varies significantly based on the orga-
nization’s priorities and needs,” he explained. “While my 
responsibilities often include typical legal functions such 
as reviewing and negotiating vendor and customer agree-
ments, my day usually involves touching most aspects of the 
business. Whether it be a human resources initiative or the 
day’s operational challenge, I work with individuals at all 
levels of the organization to ensure we are driving toward 
our strategic objectives.” 

Reich noted that his initial draw to the security industry 
was less about the industry itself and more about the unique 
opportunity his role at Unlimited Technology afforded. 

“Being able to meaningfully contribute to the organiza-
tion’s success on day one was very appealing to me,” he said. 
“I soon came to realize that I had joined an industry filled 
with some of the most dedicated and hardworking indi-
viduals I have known working in concert to keep people 
and property safe.” 
PHYSICAL SECURITY AND IT 
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Reich pointed out that the most meaningful trend he 
sees in security today revolves around the convergence of 
traditional physical security and traditional IT. 

“The risks the security industry protects against have 
expanded significantly to include much more than physi-
cal assets,” he said. “In today’s world, doors and windows 
are not the only access points for a would-be evildoer. Any 
asset on a company’s network is now vulnerable to attack, 
which can often be far more damaging financially than a 
broken window. Security companies that are not taking 
a more holistic approach to security that includes a com-
prehensive understanding of IT and cyber-related risks are 
doing their clients a disservice.” 

One of the new security technologies that Reich is excited 
about comes from his own company, the Exero. 

“Exero is a private cloud-based business intelligence tool 
that delivers data and insight from interconnected devices 
and other physical and networked environments through 
a user-friendly dashboard,” he explained. “Exero offers real-
time analysis and visualization from interconnected devices 
which provides decision makers with critical information 
needed to be proactive in a dynamic security environment. 
With Exero, a company can proactively assess the well-being 
of devices on its network regardless of whether those devic-
es are traditional security devices like access control panels 
or cameras. 

“With Exero, Unlimited Technology is often able to 
preempt security threats or shore up other network vul-
nerabilities before the end user is even aware a potential 
problem exists.” 
FLEXIBILITY AND CREATIVITY 

As the war against COVID-19 continues, Reich pointed 
out that one of the most important keys to success both 
personally and in business during these unprecedented 
times is to remain flexible and think creatively. 

“While this outlook holds true in most settings, it is even 

more critical in today’s unpredictable environment,” he said. 
“Each obstacle is an opportunity to create value. A primary 
goal of my job, individually, as well as the overarching mis-
sion of the security industry is to mitigate risk. In a time 
when risks to individuals and businesses seem to be at an 
all-time high, it is important to recognize that so too is the 
opportunity to bring technology-enabled solutions to our 
stakeholders which can help curb these potential perils. In 
the security industry, if you can problem-solve by thinking 
outside of the box, you have the power to improve people’s 
lives and businesses for the better.” 
GREATER IT AND CYBER COMPETENCIES 

In regard to security moving forward, Reich noted that 
the future of the industry will require greater IT and cyber 
competencies. 

“Security companies whose approaches remain exclu-
sively limited to the installation of card readers and cameras 
will play a smaller and smaller role in the industry going 
forward,” he stated. “Physical security and cyber security 
are not mutually exclusive, and the industry will need to 
adopt this more holistic view to be successful now, but more 
so going forward. Fortunately, companies like Unlimited 
Technology recognize this reality and deploy tools like Exero 
to meet the market’s growing needs.” 

Reich also looked ahead when proposed collaboration 
with other industries as a way to attract young, talented, 
diverse professionals to the security industry. 

“I think one of the most important things companies can 
do to get more talented, diverse young people involved in 
the security industry is to be open to experiences from other 
industries,” he said. “The security industry is expanding to 
include a broader array of technology enabled services and 
products which, in turn, makes a broader scope of back-
grounds and experiences relevant. Individuals with perspec-
tives from other industries can be a source for valuable qual-
ity talent.” —SSN Staff 

management programs to protect life and safety, critical 
infrastructure, property, and equipment. 

“My time in the U.S. military and contracting for both 
the government and private entities overseas prepared 
and inspired me to join the security industry,” Searles said. 
“Through this experience, I participated in maritime security 
and anti-piracy operations in the Indian Ocean, providing 
counterinsurgency and counterterrorism training, execu-
tive protection, diplomatic high-threat protection, and other 
security advising services. After nearly 12 years abroad, I 
returned home to provide similar services in the U.S.” 
TECHNOLOGY 

Searles noted that the top trends in security today revolve 
around technology.  

“It is always improving and changing, so staying on top 
of the latest technology on the market can help us do our 
jobs better; it’s a full force multiplier,” he said. “As new and 
different threats emerge in the future, we must change what 
we’re doing as security professionals to adapt and protect 
the clients and organizations we work for, whether that’s 
cyber, physical, or something else entirely.” 

When asked about the most exciting security technology 
in the industry today, Searles pointed to mass communica-
tion systems as a real difference-maker. 

“I’m intrigued by the new and always-updating mass com-
munication systems on the market and believe they can 
make a real difference in the way we provide protection,” 
he explained. “Additionally, gunshot detection and software 
for proactive threat assessments (both for individuals and 
locations) are a promising new tool to eliminate human 
error and speed up response time to a crisis or security 
threat. Gunshot detection systems can tie into mass com-
munication so that crisis management teams can be notified 
within seconds of the system being triggered. The ability to 
tie different technologies and early warning signs – whether 
a natural or man-made disaster – can make a significant 
difference in life safety and response to crisis.” 

CRISIS MANAGEMENT 
During these unpredictable times as a result of the 

COVID-19 pandemic, Searles stressed the importance of 
companies adjusting their crisis management plan to cope 
with what is currently happening worldwide.  

As security professionals, we have to be able to live in the 
gray area right now,” he noted. “Our crisis management 
plans can’t be just black and white; we need to be able to 
adjust our plans to what is happening in the world. No one 
had a pandemic in their plans a year and a half ago, but 
most companies in the U.S. have responded well and quickly 
because they were able to adjust and evolve their plans. Per-
sonally, I have presented many webinars for clients and been 
providing consulting on crisis management.” 
STAYING PROACTIVE

Searles noted that the security industry is moving from 
a reactive position to a proactive position. 

“It’s allowing us to respond in new ways,” he said. “As 
always, we’re constantly on our toes, but we must also be 
very familiar with new threats and how we counter them. 
Going forward, we must update our situational awareness 
of what’s going on in the world and how different events 
can affect organizations and people.” 

As for the future generation of security professionals, 
Searles pointed out the evolution of training and how edu-
cation should play a more critical role in order to get more 
talented, young people involved in the industry. 

“Many of us in the industry responded or served overseas 
very quickly in the post-9/11 world of security, law enforce-
ment, or military,” he explained. “We learned from hands-
on experience in intense settings with on-the-job training.  
Now, we need to focus more on educational programs and 
certifications for a wider range of opportunities within the 
security industry. Students can get degrees in criminal jus-
tice and specialize in homeland security, but we need more 
education paths for all different sectors to draw the interests 
of younger people into security.” —SSN Staff




